
 

Defend against digital break ins 
with up to date software 
Ensure every device is set to 
automatically update software

Help protect your small business from 
online threats in three simple steps.
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Set a virtual security alarm with 
multi-factor authentication (MFA) 
MFA adds another roadblock for hackers 
trying to force entry into your business. 
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Bounce back with back ups 
In the event of an attack, back ups 
allow you to recover and keep your 
business trading 

3

ENROL NOW

For more tips and tricks about keeping your small 
business safe online, enrol for free and simple 
training at CyberWardens.com.au 
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